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Overview
Executive summary
The Po ce threat assessment methodo ogy (TENR) s a dec s on mak ng process that supports the t me y and accurate
assessment of nformat on d rect y re evant to the safety of Po ce and others. The response to any g ven s tuat on must be
cons dered, t me y, proport onate and appropr ate.

The overr d ng pr nc p e when app y ng TENR s that of 'safety s success'. V ct m, pub c and emp oyee safety are paramount,
and every effort must be made to m n m se harm and max m se safety. In add t on, these cr t ca  po nts app y:

Po ce must app y TENR assessment methodo ogy to a  po c ng s tuat ons that nvo ve r sk and have the potent a  to
cause harm.
TENR assessments must be carr ed out n conjunct on w th the Po ce Integrated Tact ca  Tra n ng (PITT) and Use of
force chapters of the Po ce Manua , the Tactical Options Framework (see PDF be ow), assoc ated staff safety
techn ca  tra n ng reg mes, the Co-ord nated Inc dent Management System, C v  Defence and Emergency Management
and other re evant Po ce Manua  chapters and Standard Operat ng Procedures.
TENR can be conducted ntu t ve y, worked through n a Po ce notebook, or n deta  as part of a p anned operat on,
depend ng on the c rcumstances.

Tactical options framework (PDF) 147.26 KB

* A notebook card of the above (pdf) can be ordered via Lockheed Martin (710237 Lockheed PLC241 tac op-card)

Application and purpose
Th s chapter app es to a :

constab es
author sed off cers
any other Po ce emp oyees who from t me to t me may need to conduct a threat or r sk assessment

and:

deta s the po cy beh nd TENR and how t must be used.

Definitions

Threat
'Threat' means any individual/s, or any act/s, or anything/s likely to cause harm or that have the potential to
hinder Police in the performance of their duties.

Exposure 'Exposure' means the potent a  for harm (phys ca  or otherw se) to peop e, or the secur ty of p aces or th ngs.
Exposure can be m t gated through assessment and p ann ng.

Necessity 'Necess ty' s the assessment to determ ne f there s a need for the operat on or ntervent on to proceed now, ater
or not at a .

Response 'Response' means the proport onate and t me y execut on of Po ce dut es a ded by the appropr ate use of tact cs
and tact ca  opt ons.

Risk 'R sk' means the effect of uncerta nty on Po ce object ves comb n ng the consequences of an event and the
assoc ated ke hood of that event occurr ng.

Suspect 'Suspect' means a person who poses a threat of harm to themse ves, other members of the pub c or Po ce.


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TENR - operational threat assessment
TENR elements
TENR s a too  that enab es better dec s on-mak ng where:
T - the threat s assessed
E - the exposure s managed
N - the necessity to ntervene s cons dered
R - and any response s proport onate, and based on a cons dered r sk assessment of threat, exposure and necess ty.

Things to be aware of
When you app y TENR you must:

comp y w th ex st ng eg s at on and po cy
respond proport onate y to any threat.

TENR s not an end n tse f - where appropr ate, t gu des:

effect ve tra n ng, spec f ca y staff safety techn ca  management
robust systems
operat ona  preparedness
accurate and t me y nte gence
effect ve commun cat on
qua ty superv s on and eadersh p
robust command and contro  framework
the Tact ca  Opt ons Framework.

TENR diagram
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Roles and responsibilities
Employee responsibilities
Emp oyees must take a  reasonab e care for the r own hea th and safety, and take reasonab e care that the r acts or
om ss ons do not adverse y affect the hea th and safety of other persons. Each emp oyee has a respons b ty to dent fy,
assess and contro  r sks w th n the workp ace and n the operat ona  po c ng env ronment.

Emp oyees are subject to the cha n of command and have an overr d ng respons b ty to act reasonab y, act n comp ance
w th th s chapter, and act w th ega  just f cat on dur ng the execut on of the r dut es.

Emp oyees must ensure:

the r tra n ng cert f cat ons n a  requ red competenc es are current
they carry the r author sed equ pment and appo ntments when they dep oy on duty
they are f t for duty
they understand and comp y w th eg s at on, po cy and procedures
they fo ow awfu  orders and nstruct ons
they report dent f ed tra n ng, know edge and exper ence gaps to the r superv sor and seek gu dance when necessary.

Any nc dent has the potent a  to deve op and change qu ck y. It w  not a ways be poss b e to have comp ete and accurate
nformat on about the nc dent at hand. In these nstances, emp oyees must be ab e to demonstrate they fo owed re evant
Po ce operat ng procedures dur ng the 'necess ty' to act assessment.

Understand ng the threat, exposure and necess ty w  gu de p ann ng ead ng to the 'response'. The response must be
proport onate to the threat and the r sk to Po ce and the pub c. In some nstances - hav ng taken a  of the c rcumstances nto
account - t m ght be appropr ate to de ay an mmed ate response.

Emp oyees shou d seek the adv ce and gu dance of a superv sor or other more exper enced off cers where a deve op ng
s tuat on requ res th s support.

A  emp oyees must understand and app y TENR w th n the operat ona  po c ng env ronment.

Supervisor responsibilities
Superv sors must ensure:

a  emp oyees understand and app y TENR w th n the operat ona  po c ng env ronment
before, dur ng and after each phase of any operat on or re evant nc dent, the s tuat on s assessed and reassessed
emp oyees are adequate y tra ned, cert f ed and equ pped and the equ pment s current, n work ng order and s ava ab e
to staff n accordance w th po cy, pract ce and procedures
fau ts or gaps n tra n ng and exper ence are dent f ed, reported and addressed and fa ure to meet tra n ng standards s
performance managed n accordance w th the performance mprovement framework
r sky behav ours are dent f ed and m t gated
act ve eadersh p n r sk s tuat ons
appropr ate debr efs are undertaken w th emp oyees; ensur ng that essons earned are recorded through the Lessons
Learnt Intranet page, and nformat on re at ng to new po ce operat ona  procedures supported by techn ca  deve opments
are shared, (subject to the appropr ate mandate from Po ce).

Police organisational responsibilities
Po ce has respons b t es to prov de emp oyees w th:

accurate po cy and procedures,
tra n ng,
superv s on and,
su tab e equ pment
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to most effect ve y manage the threats posed by the env ronment n wh ch they are operat ng.

Po ce must a so take reasonab e steps to:

acqu re and keep up to date know edge of work hea th and safety matters
ga n an understand ng of the nature of the hazards and r sks assoc ated w th operat ona  po c ng
use appropr ate resources and processes to e m nate or m n m se r sk to hea th and safety from operat ona  po c ng
ensure appropr ate processes for rece v ng and cons der ng nformat on regard ng hazards and r sks, and for respond ng
n a t me y way to that nformat on.

TENR-Operat ona  threat assessment
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TENR assessment procedures
Assessing the threat
Threat s about how ser ous the s tuat on s (or cou d be), and the present or potent a  danger the s tuat on, env ronment, or
suspect presents to themse ves, other members of the pub c or Po ce. In re at on to a suspected offence, t nc udes the
suspect's ntent on to res st or avo d arrest. Po ce must assess the threat posed by the suspect/s tuat on based on a  ava ab e
nformat on nc ud ng what they see and hear, and what s known about the suspect/s tuat on.

n order to better understand the threat of a s tuat on or suspect, the 'threat' e ement of TENR s broken down nto the fo ow ng
four sub-sets:

Intent
Capability
Opportunity
Physical environment.

Fo ow these steps to assess the threat.
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Developing a response
Before you respond
D scuss your ntended response w th your superv sor where the necess ty to respond perm ts.

Your response options
Cons der the opt ons ava ab e to you based on threat, exposure and necess ty, and p an a response that s t me y,
proport onate and appropr ate. Ask yourse f:

Shou d you de ay act on unt  other resources, sk s or equ pment are ava ab e? Remember that caut on s not
coward ce, and there may be good reasons to cordon and conta n the subject wh e awa t ng the arr va  of spec a sts -
e.g. AOS, PNT.
Is a more deta ed nvest gat on nto the threat env ronment requ red before you can act safe y?
Do you need to take prompt act on to prevent further oss of fe or njury? Remember that even n act ve s tuat ons you
must f rst carefu y assess the s tuat on and make dec s ons, based on appropr ate and approved r sk assessment
methods, and supported by your tra n ng and exper ence.

Note: Remember that n act ve response s tuat ons you must cont nuous y reassess your response based on the s tuat on as t
unfo ds, and the subject's behav our.

Response methods
Any act on you take n response to a suspect/s tuat on re ated threat must be n accordance w th the Po ce Integrated Tact ca
Tra n ng (PITT) and Use of force chapters of the Po ce Manua , the Tactical Options Framework (see PDF be ow),
assoc ated staff safety techn ca  tra n ng reg mes, the Co-ord nated Inc dent Management System, C v  Defence and
Emergency Management and other re evant Po ce Manua  chapters and Standard Operat ng Procedures.

Tactical options framework (PDF) 147.26 KB
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Recording and reporting
h e record ng and report ng s not part of the operat ona  TENR threat assessment process, these are th ngs you need to

cons der:

Notebook recording
ou shou d make use of your notebook n unp anned nc dents, f t me a ows, to record your TENR threat assessment - see

notebook gu de nes n the 'Notebooks and Job Sheets' chapter.

Reporting the use of force
Use of force must be reported n a Tact ca  Opt ons Report ng (TOR) form, accord ng to the report ng nstruct ons n the 'Use of
force' chapter.

Debrief
You shou d conduct or be part of a forma  or nforma  debr ef - see 'Debr efs' chapter.

Data updates and reports (lessons learnt)
You shou d prov de data updates or reports as requ red by the Debr efs' chapter. Lessons earned shou d be subm tted v a the
Lessons Learnt Intranet s te.

Pr nted on : 13/08/2021 

Pr nted from : https://tenone.po ce.govt.nz/p /tenr-operat ona -threat-assessment
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