
假装绑架诈骗案 !!!!! 
最近新西兰奧克兰警方接到几宗案件,受害者在不知情下參与伪造绑架骗錢案。 

以下是警方建议: 

1. 不要接任何你不认识的人或懷疑是骗子的电话或回应他们的微信。 

2. 无论任何原因不要依照或參与陌生人的指示。 停....想.... 掛断电话並立即报

告学校、家长及警方。 

永不在电话提供自已或家人資料,如:出生日期、密码、銀行账户号码或电话号码

给任何人或组织、媒体。政府部们, 大使馆或领事馆不会在电话或微信查询这些

资料。 
 

請提防这些骗案,如你被发现在知情下參与這些伪绑架或其他诈骗,你可能要负起

承担此案,就算你只依照指示去诈骗。 

新西兰警方很重视这些诈骗,不会容忍針对社区的诈骗活动。 

Fake Kidnapping Scam !!!! 
Recently, our Auckland police in New Zealand received several cases in which the victims themselves unknowingly 

participated in fake kidnapping fraud scam. 

These are the following suggestions from the police: 

1. Do not answer the phone or respond to Wechat messages if you don’t know the person and suspect they could be a 

scammer. 

2. Do not follow and participate in any instructions from unknown people or scammers for whatever reason. Stop… think… 

hang up and immediately report to your school, parents and local police. 

3. Never provide your personal information, such as date of birth, password, bank account number or contact telephone 

number, for yourself or family members to any person or institution on the phone or on social media.  No government 

agencies will ever ask you for these details via phone or Wechat.   

 

Please be warned of this scam. If you are found to be knowingly participating in this fake kidnapping scam or other scams, 

you may be held liable, even if you think you have just followed the instructions of a scam. 

New Zealand Police takes these scams seriously and we will not tolerate fraudulent activity targeting our community.  

 


